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—— TOP 6 COUNTRY

1. Russian Federation 164
2. UnitedKingdom 112
3. France 87
4. Germany 82
5. Spain 80
6. ltaly VAY)
.. Number of

" total posts: 1004

Number of posts

“+ concerning multiple
countries in Europe: 96
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Data/Database

NUMBER OF POSTS RELATED TO
RANSOMWARE GROUPS IN DARK WEB

RANSOMWARE POSTS IN QI

—— TOP 5 COUNTRY
TARGETED BY RANSOMWARE

Total Activity

Jan
. UnitedKingdom 68
'33. . France 32

..:° . Germany 28 Feb
(1 . ltaly 3
. Spain 16
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Ransomware Shares
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— MOST ACTIVE GROUPS
LockBit Activity

NET
. LockBit 3.0 86
. Play 21
s CIOp 18
.:. 3 Feb
.::' . AlphVM Blackcat 17
LC . Royal 17
. Vice Society 17 March
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@ Data Exposed
Victim Announcement

RECEIVE A FREE DEEP WEB REPORT
FOR YOUR ORGANIZATION

SOCRadar, Extended Threat Intelligence (XTI) platform,
constantly monitors and analyzes numerous dark web
sources, forums, and Telegram channels.

Deep web mentions

Compromised credentials
Malware/bot-infected users

Highly critical data exposure findings
Date of the latest exposure
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https://socradar.io/free-deep-web-report/

