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—— TOP 6 COUNTRIES
1. United Arab Emirates 46
2. lsrael 31
3. Iran 22
4. Saudi Arabia 20
5. Egypt 13
6. Nigeria 10
Number of

 total posts: 237

Number of Posts
.. Concerning
“ Multiple
Countries: 31

— MONTHLY CHANGE

TOP 8 TARGETED INDUSTRIES ——

Public Administration

Other Services (except Pub. Adm.)
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Educational Services
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TARGETED BY RANSOMWARE
Total Activity
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Ransomware Shares
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—— MOST ACTIVE GROUPS
LockBit Activity

Jan
1. LockBit 3.0
o, 2. ClOp
:E' 3. Medusa Team Feb
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5. Dark Power
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@ Data Exposed
Victim Announcement

RECEIVE A FREE DEEP WEB REPORT
FOR YOUR ORGANIZATION

SOCRadar, the early warning system for information
security, analyzes thousands of deep web resources
including hacker forums and social channels every day.

Deep web mentions

Compromised credentials
Malware/bot-infected users

Highly critical data exposure findings
Date of the latest exposure
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https://socradar.io/free-deep-web-report/

